
  

 

The following steps can be followed to check for the appropriate certificate for a PIEE user.  The user will check the Key Usage of the certificate, it must have the value Digital Signature, Non-
Repudiation. 

ActivClient 

Step 1: While the Smart Card is inserted into a card reader on the machine open Active Client and double click My 
Certificates. 

 
 
 

Certificate 
Key Usage:  Digital Signature, Non-Repudiation 



Step 2: All certificates on the Smart Card will be displayed. Double click a certificate or select one by clicking it then click the 
View this certificate… button on the left to see more details. 

 
Step 3: Click the Details tab to see more information. 

 



Step 4: Scroll down and look for the field named Key Usage and ensure it reads Digital Signature, Non-Repudiation. Please 
NOTE:  It is the certificates with Key Usage values:  Digital Signature, Non-Repudiation that should be used for signing 
documents. 

 

Internet 
Explorer 

Step 1: Open an IE browser, go to internet options. 

 



Step 2: Click Content. 

 
Step 3: Click Certificates.  

 



Step 4: In the Certificates pop-up menu, double click the specific certificate. 

 
Step 5:  Go to the Details tab 

  



Step 6: Verify the Key Usage says Digital Signature, Non-Repudiation.  Please NOTE:  It is the certificates with Key Usage 
values:  Digital Signature, Non-Repudiation that should be used for signing documents. 

 

“New” 
Microsoft 

Edge 

Step 1: Open the “New” Microsoft Edge browser, go to “Settings and more…” three dots in upper right corner. 

 



Step 2: Click Settings. 

 
Step 3: Search for “Manage Certificates” or click the “Privacy, search, and service” option. 

 



Step 4: Scroll Down and click the Manage Certificates button. 

 
Step 4: In the Certificates pop-up menu, double click the specific certificate. 

 



Step 5:  Go to the Details tab 

  
Step 6: Verify the Key Usage says Digital Signature, Non-Repudiation.  Please NOTE:  It is the certificates with Key Usage 
values:  Digital Signature, Non-Repudiation that should be used for signing documents. 

 



Google 
Chrome 

Step 1: Open a Chrome browser, go to Customize and control Google Chrome three dots in upper right corner. 

 
Step 2: Click Settings. 

 



Step 3: Click Privacy and security.  

 
Step 4: Click Security. 

 
 



Step 5: Scroll down the page and click Manage certificates. 

 
Step 6: In the Certificates pop-up menu, double click the specific certificate. 

 



Step 7:  Go to the Details tab 

  
Step 8: Verify the Key Usage says Digital Signature, Non-Repudiation.  Please NOTE:  It is the certificates with Key Usage 
values:  Digital Signature, Non-Repudiation that should be used for signing documents. 

 
 


